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Answer: C 

QUESTION: 155 

When gathering requirements for email notifications, which event triggers an email 

notification? 

A. Reconciliation request activity

B. Compliance request activity

C. Adapter activity

D. Role activity

Answer: C 

QUESTION: 156 

In a Websphere cluster configured with default file locations, where is the 

SystemOut.log for a particular application server? 

A. <profile_root>/<cellname>/<nodename>/<servemame>/logs

B. <profile_root>/<nodename>/<cellname>/<servername>/logs

C. <profile_root>/logs/<servername>

D. <profile_root>/<servemame>/logs

Answer: C 

QUESTION: 157 

Your customer would like to display some of the functions of the Self Service user 

interface within a portal they have developed for internal use. They would like to 

show only the operations for a subset of the task boxes on the self-service user 

interface. How do you accommodate their request? 

A. Change the CSS files so that the banner, footer, and toolbar are no longer visible.

B. Modify the SelfServiceUI.components.layout properties file.

C. Change the JSP files in the EAR subdirectory.

D. Modify the values of the ui.layout properties.

Answer: D 

Reference: 

http://www

01.ibm.com/support/knowledgecenter/SSTFWV_5.1.0/com.ibm.itim.doc/tsk/tsk_ic 
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_cfgsys_ changelayout.html?lang=en (expand configuring, user interface 

customization overview, self-service user interface customization, see customizing 

web site layout) 

QUESTION: 158 

The Active Directory DAML Adapter for IBM Security Identity Manager (ISIM) 

has been configured for one-way SSL communication in an IBM Security Identity 

Manager (ISIM) production environment and is using a self-signed certificate. In 

order for ISIM to communicate with the adapter over SSL what will need to be 

done with the self-signed certificate? 

A. ISIM can communicate with adapters using self-signed certificates by default.

Additional configuration is not required.

B. The adapter self-signed certificate must be imported into the default truststore for

the ISIM application.

C. The adapter self-signed certificate must be imported into the default keystore for

the ISIM application.

D. One-way SSL configuration is not supported between adapters and ISIM.

Answer: B 

QUESTION: 159 

An account add request contains an approval activity. The approval specifies both 

participant and escalation participants. The account add fails with a timeout before 

the escalation period is reached. What needs to be adjusted to avoid this failure? 

A. Increase

com.ibm.itim.rernoteservices.ResourceProperties.MAX_REQUEST_TIME in

enRole. Properties

B. Increase Websphere session timeout through admin console

C. Increase enrole.ui.maxSearchResults in ui.properties

D. Increase operation timeout directly in ISIM's LDAP

Answer: B 

QUESTION: 160
 
When 'Enable store forwarding' is checked in the ISIM Post Office configuration, 

where is "Group Email Topic" specified?
 

A. In the XHTML section of workflow notification templates

B. In the subject of the aggregate message template



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   

 

  

 

   

  

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

   

 

 

 

 

 

 

  

C. In the workflow designer

D. In enRoleMail.properties

Answer: C 

Reference: 

http://www

01.ibm.com/support/knowledgecenter/SSRMWJ_6.0.0.2/com.ibm.isim.doc_6.0.0.2/ 

configur ing/tsk/tsk_ic_postoffice_enable.htm?lang=en (see the procedure) 

QUESTION: 161 

When applying an IBM Security Identity Manager (ISIM) fixpack in a clustered 

ISIM installation which statement is correct? 

A. Websphere application and messaging clusters must be stopped prior to

installing the ISIM fixpack.

B. Websphere application and messaging clusters must be running prior to

installing the ISIM fixpack.

C. All Websphere processes must be stopped prior to installing the ISIM fixpack.

D. All Websphere processes must be running prior to installing the ISIM fixpack.

Answer: A 

QUESTION: 162 

When gathering requirements for setting the Password policy which two tasks 

should be identified for system-wide password settings? (Choose two) 

A. Synchronizing password changes for all sponsor accounts

B. Enabling forgotten password authentication

C. Enabling forgotten password date rule

D. Creating a password strength rule

E. Creating a password notation rule

Answer: B, D 

QUESTION: 163 

When gathering requirements for Access Control which access level should be 

identified? 

A. Multiple branch tree structure with a set of open nodes

http://www


  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   

 

 

 

  

 

 

 

 

 

 

 

 

 

  

    

 

 

B. Hierarchical tree structure with a set of linked nodes

C. Linked list tree structure with a set of linked nodes

D. Sub-tree structure with a set a defined nodes

Answer: D 

QUESTION: 164 

To recertify accounts and groups with a recertification policy, which target type 

must be chosen? 

A. Accounts and Entitlements

B. Accesses

C. Accounts

D. Users

Answer: A 

Reference: 

http://www

01.ibm.com/support/knowledgecenter/SSRMWJ_7.0.0/com.ibm.isim.doc_7.0/admi 

n/cpt/cpt_ic_admin_recertpolicy.htm 

QUESTION: 165 

The client has a requirement to setup a reconciliation schedule against a given 

service that will run only on Monday. Wednesday, and Friday at 8:00 am. 

How many schedules will need to be setup for the service in order to meet the 

requirement? 

A. It is not possible to meet the requirement.

B. Three schedules will be needed.

C. Two schedules will needed.

D. One schedule will needed.

Answer: B 

QUESTION: 166 

Your customer has requested identity management on a system where no local 

adapter is available. Developing a new adapter is not feasible, since the system does 

not document a programmatic means for provisioning. What customization can be 

used to handle this requirement? 

http://www


  

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

  

 

 

 

 

 

 

 

 

 

 

 

A. Define a manual service to handle the provisioning in a custom work flow with

instructions, notification, and confirmation.

B. Use a custom life cycle rule to generate tickets into an external service

management application.

C. Define a manual provisioning policy with entitlements that may be invoked on

this service.

D. It is not possible to define a service when you cannot build the adapter.

Answer: C 

Reference: 

http://www-01.ibm.com/support/docview.wss?uid=swg1IV46888 

QUESTION: 167
 
Which of the following Operating Systems supports TDI Configuration Editor?
 

A. Solaris Opteron

B. Solaris SPARC

C. HP-UX Integrity

D. Linux 390

Answer: C 

QUESTION: 168 

Which DB2 command provides information about the execution state of the 

database? 

A. Get database manager configuration

B. Get database configuration

C. Get monitor switches

D. Get snapshot

Answer: C 

QUESTION: 169 

Performance testing phase of IBM Security Identity Manager should focus on 

which one of the following objectives? 

A. How many concurrent requests can be processed on the IBM Security Identity

Manager server

http://www-01.ibm.com/support/docview.wss?uid=swg1IV46888


 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

B. Which components of an IBM Security Identity Manager architecture need

performance tuning

C. Time to perform IBM Security Identity Manager fix pack upgrade

D. How long service reconciles run

Answer: B 

Reference: 

http://www-03.ibm.com/certify/certs/24008905.shtml 

QUESTION: 170 

When gathering requirements for data to be loaded, which data feed is natively 

supported by IBM Security Identity Manager? 

A. A data feed using Microsoft Word format

B. A data feed using binary data format

C. A data feed using the SOAP format

D. A data feed using DSML format

Answer: D 

QUESTION: 171 

When the role CheckWtiter is assigned to a user, a maximum check amount limit 

must be specified. What is the recommended design option to implement this 

requirement? 

A. Advice the customer this requirement involves a custom schema and a custom

UI.

B. Create an Assignment attribute on the CheckWriter role called MaxCheck

Amount.

C. Create multiple roles, one for each check writer's maximum check amount.

D. Extend the role schema to add an attribute called MaxCheckAmount.

Answer: B 

QUESTION: 172
 
Which entity always applies to all users in the organization tree?
 

A. Dynamic role membership

B. Static role membership

http://www-03.ibm.com/certify/certs/24008905.shtml


 

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

C. Provisioning policy

D. Work flow

Answer: B 

Reference: 

http://www

01.ibm.com/support/knowledgecenter/SSTFWV_5.1.0/com.ibm.itim.doc/cpt/cpt_ic 

_plan_or gtree_scope_role.html?lang=en 

QUESTION: 173 

Which trace settings would offer the most information when debugging a 

reconciliation failure? 

A. Remote services, policy and script at DEBUG_MAX

B. Remoteservices and policy at DEBUG_MAX

C. Logger.trace.level at DEBUG_MAX

D. Remoteservices at DEBUG_MAX

Answer: C 

QUESTION: 174 

When gathering requirements for email notifications, which mail protocol is used to 

send email notifications in the IBM Security Identity Manager environment? 

A. SMTP protocol

B. IMAP protocol

C. UDP protocol

D. TCP protocol

Answer: A 

http://www


Download Full Version From https://www.certkillers.net

Pass your exam at First Attempt....Guaranteed!


