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Answer: C 

QUESTION: 80 

What is the main function of the Self Service Portal? 

A. It allows the authenticated user to select a security profile.

B. It allows the authenticated end user to choose applications to install.

C. It allows the authenticated end user to change configuration settings on devices.

D. It allows the authenticated end user to view device details and issue basic commands.

Answer: D 

QUESTION: 81 

Which port combination does an iOS device need to successfully communicate with the 

Apple Push Notification Service and the iOS Management Extender? 

A. 5223 and443

B. 52311 and 443

C. 52311 and 2195

D. 52333and2195

Answer: A 

QUESTION: 82 

Which platforms and components are required to install a BlackBerry Management 

Extender? 

A. an IBM Endpoint Manager (IEM) client on any platform

B. an IEM relay on a Linux system

C. an IEM relay on a Windows system

D. an IEM relay on all IEM supported platforms

Answer: C 

QUESTION: 83 

The IBM Mobile Client application cannot be uninstalled from a non-Samsung Android 



device. Which action must be taken? 

A. The device must be rooted.

B. Remove the Android Device Notifier Service (GCM).

C. Uncheck the device administrator before uninstalling the agent.

D. Alternatively uninstall the IBM Mobile Client application from the IBM Tivoli Endpoint

Manager console.

Answer: C 

QUESTION: 84 

Which function does the Mobile App Watch List allow? 

A. browsing specific application data

B. exchanging data among specific applications

C. counting instances of applications installed on devices

D. restricting the retrieval of details for applications installed on devices

Answer: D 

QUESTION: 85 

Which two accounts must be specified when setting up the Self Service Portal? (Choose 

two.) 

A. an operator account

B. a web reports account

C. domain login credentials

D. local admin credentials for the IBM Endpoint Manager server

E. the account used to create the Apple Push Notification Service certificates

Answer: A, B 

QUESTION: 86 

Which statement is true about using the agent-based method to manage Apple iOS devices 

with IBM Endpoint Manager for Mobile Devices? 

A. The agent installed on the iOS device is a modified version of the native BigEix Linux

agent.



B. Management of the device is done using Apple’s natively supported Mobile Device

Management API’s.

C. The iOS device communicates with the Management Extender for iOS using the HTTP

protocol on port 52311.

D. The Management Extender for iOS must be able to communicate with the Apple Push

Notification servers using TCP port 2160.

Answer: B 

QUESTION: 87 

Which restriction profile can be activated on an iOS device to reduce the risk of corporate 

information leakage? 

A. disallow voice dialing

B. disallow Game Center

C. disallow iCloud backup

D. disallow Sin when device is locked

Answer: C 

QUESTION: 88 

Which mobile operating system supports VPN profile configurations using IBM Endpoint 

Manager for Mobile Devices? 

A. iOS

B. Android

C. BlackBerry 10

D. Windows Phone 8

Answer: A 

QUESTION: 89 

IBM Endpoint Manager for Mobile Devices commands are not being received by iOS 

Management Extender managed devices. What is the first log to check? 

A. Iosmdm.log

B. Ios-plugin.log

C. mdm-tasks.log

D. mdm.provider.log



Answer: B 

QUESTION: 90 

How many BlackBerry Enterprise Servers can be managed by a single BlackBerry 

Management Extender? 

A. 1

B. 5

C. 25

D. No limit

Answer: A 
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